**CHAPTER-2**

**INTRODUCTION**

T HE invention of cloud computing has greatly eliminated the fussy tasks of managing data files by allowing clients to enjoy on-demand fast computation and massive storage resources at a very low price. Despite the conveniences, in the mechanism, clients lost physical control over their data files, which will lead to the concerns of privacy disclosure. Cryptographic techniques have been seen as a long-established approach to alleviate the concerns [1], [2], [3], which advocate that data files should be encrypted before outsourcing. As a sequence of encryption, many useful functions such as search over the outsourced data files cannot be efficiently completed. Moreover, efficient search process is indispensable for a modern cloud storage system. Searchable encryption is a cryptographic primitive that allows to execute search operations over encrypted data files, which was introduced by Song et al. [4], and can be realized in either symmetric key setting and public key setting. The former is known as symmetric searchable encryption [5], although it enjoys high efficiency in search process, it provides a terrible performance in data sharing for its complicated secret key distribution, since clients need to share the secret key which will be used for decryption when sharing an encrypted data file to others. The latter is known as public key searchable encryption [6], which is more flexible than symmetric searchable encryption at the aspect of data sharing. In public key searchable encryption, a client’s public key can be used by others to encrypt a data file shared to the client, and the client can use its secret key to generate search tokens for its queries, the server can use a search token to test whether an encrypted data file matches the query corresponding to the search token while learning nothing about the query.
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# Abstract: Public Key Encryption with Keyword Search (PEKS), introduced by Boneh et al. in *Eurocrypt’04*, allows users to search encrypted documents on an untrusted server without revealing any information. This notion is very useful in many applications and has attracted a lot of attention by the cryptographic research community. However, one limitation of all the existing PEKS schemes is that they cannot resist the Keyword Guessing Attack (KGA) launched by a malicious server. In this paper, we propose a new PEKS framework named Dual-Server Public Key Encryption with Keyword Search (DS-PEKS). This new framework can withstand all the attacks, including the KGA from the two untrusted servers, as long as they do not collude. We then present a generic construction of DS-PEKS using a new variant of the Smooth Projective Hash Functions (SPHFs), which is of independent interest.
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